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Abstract
In this report,we evaluate simplified version of ACE Sign from the following two points of view:

(1) The security against adaptive chosen message attack, under the strong RSA assumption and the assumption
that exsit universal one-way family of hash function.

(2) The security of RSA type composite number n that is the part of public key against factorization.

For (1) we verificate that ACE Sign is secure agsinst adaptive chosen message attack . For (2) the composite
number n is secure against number field sieve and p — 1 method,but probably its security is not guaranted against
p~+ 1 method. We can avoid this problem by adding the condition as to p + 1 method in the key generation step.



